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1.  Introduction


After months of hard work, our final system is just about ready for production. As of the time of this writing, there were a few problems with the server hosting the CubCenter, thus impeding on our ability to fully test the system. However, we are pleased to report that our final product thus far has followed closely to plan. The interfaces have similarly followed closely to plan; since our component serves a mostly independent function, we only have one import and one export. Following from our previous documentation, the one export goes to the Calendar Module (exporting due dates for homeworks as they are created in the CubMission module), while the one import comes from the Context Module (login/logout). 


Because of the simplicity of our design, we were able to break down testing into two types. The first type, which we’ve identified as link testing, stepped through each of the links in our system to ensure that they led to the proper locations. Along the way, we were able to test the behavior of each piece of the system by stepping through the various possible scenarios at each point. The results of this test are charted later in this document. The second type of testing, which we’ve identified as a persistent logon test, checked the functionality of the login interface. After identifying the questions we had regarding functionality (which we’ve listed later in the document), we ran through the various questions, attempting to simulate the scenarios identified in our questions. We then compared our results with our expectations, and included them in our report later in the document.


Our component interfaces with two other modules, the context module and calendar module.  From our perspective, the most reliable interface is with the calendar module, because we are exporting rather than importing information, thus we have direct control over the data and method of export.  The import interface with the context module is then by default the most unreliable, because there is greater likelihood that data passed to us will be incompatible with our data reception setup.

2.0 Integration Test

2.1/2.2 Test Suite and Results

	Description
	Scenario
	Expected Result
	Actual Result

	User tries to login to system by entering in login
	User does not enter anything for the login and clicks on submit
	Error message 


	TODO: call dsp_getLoginError()
MSCQ_Error

	
	User enters invalid login and/or invalid password and clicks on submit
	Error message
	Expected Result.

	
	User enters correct login and clicks on submit
	User is successfully logged into system and correctly displays all the classes the user is taking (from Context Module)
	Expected Result.

	User tries to login to system after having already logged in
	User clicks on Homework Submission from the main menu from another browser window
	User is not permitted to log on more than once.  User is returned to the class list from whatever screen he or she is doing
	Expected Result.

	The look and feel from any location on the system should be consistent.
	User is at any page in any module.
	All graphics should load and display correctly.  Screen should always specify whether the user is a student, TA, or professor.
	Expected Result.

	Make sure all pages/functions can only be accessed by users with sufficient access levels.


	User tries to access pages at different security levels.
	If the user’s default role is higher than or equal to the access level of the page/function, it will be presented or executed.  If  not, the user gets sent to the proper error handling page.


	Expected Result.

	
	User tries to access a page through the URL.


	If the user’s default role is higher than or equal to the access level of the page, it will be presented.  If  not, the user gets sent to the proper error handling page.
	Expected Result.

	TA or Professor tries to change the due date of a particular assignment.
	TA or Professor enters invalid due date or time.
	Error message.
	Expected Result.

	
	TA or Professor enters valid due date.
	Updates should be exported to Calendar Module.
	Expected Result.

	TA tries to return to the class list
	TA clicks on link to return to class list
	The class list which represents all the classes the TA is TAing for should appear which is retrieved from the context module. 
	Error Occurred While Processing Request:    Error Diagnostic Information

HTTP/1.0 404 Object Not Found


2.2a Notes to Test Results


When the user fails to enter any login or password, the normal error message does not appear.

Furthermore, there are problems when the TA tries to return to the class list.

All subsequent tests related to the integration of modules have so far resulted in a result that is expected.  All interactions between modules are only between the CubMission Module and the Context Module with the exception of the exporting of due dates between the CubMission Module and the Calendar Module.  

3. SYSTEM TEST
3.1 Test Suite

One must preface this section by stating that very little of the CubCenter is actually centrally located in the way that one would traditionally consider a “system” to be, but, rather, all testable functionality from each component is either localized within each component or (in the case of the context module) dispersed as necessary between all of the other components. 

Thus, bearing in mind the unique nature of the CubCenter, the only unifying point that encapsulates enough system functionality to justify “system testing” is an entry page displayed upon login to the system as a whole that contains a menu of links to each module. This page was released to CubCenter coders at 16:40:53 on Thu, 26 Apr in an e-mail sent by Steven Osman of Team BrainTrust and is located at http://se1.cs.columbia.edu/teams/braintrust/cubcenter/. 

Below follow descriptions of the set of test cases that were applied after the integration of all CubCenter components.

3.1.1  Link Testing

· This is a “new” case that has been added specifically for system validation testing.

· This test will consist of accessing the central CubCenter menu and following the links to each system component successively. After clicking on the link, the tester will record whether they were able to access the desired page and then return to the central menu by clicking the “back” button or, in the case of pop-up windows, closing the new window and returning focus to the old window.

· The expected “output” is that each link will appear properly and that the correct page will open when the link is clicked upon.

3.1.2 Persistent Logon

· This is a “new” case that has been added specifically for system validation testing.

· This test will consist of accessing the central CubCenter menu and following the links to each system component successively and repetitively and observing the “behavior” of user login screens. Some applicable questions are the following:

· Does the user’s login persist for as long as one would expect it to? 

· What happens when the browser window is closed and then reopened?

· What happens when the user switches from one browser type to another?

· What happens if the user attempts to access the CubCenter from a second system while logged in to the first system?

· General “user friendliness” issues.

· The expected “output” is that:

· The login persists – in that it allows the user to access as many modules as he or she desires without requesting reauthentication -- for a reasonable amount of time and then expires. After the expiration, the context module should tell the user than his session has expired and ask him to login again.

· The login should persist for an entire session on a particular computer regardless of how many browser windows are opened and closed, but should expire when the user switches browsers. This accessibility should be limited to the computer that the user logs in on, so that his account requires reauthentication if another user attempts to access it on a different computer during the legitimate login period.
3.2 Test Results

3.2.1  Link Testing

When this test was run in both Netscape Navigator and Internet Explorer, the actual results of the test were identical to the expected results. The user was able to visit each module in quick succession and was only asked to log into the first one.

3.2.2 Persistent Logon

Here are a list of the results discovered in the course of the Persistent Logon testing. Both Netscape Navigator and Internet Explorer seemed to respond identically to the same login tests, so the results for both browsers will be summarized below without distinction.

· Does the user’s login persist for as long as one would expect it to?

Login seemed to persist for a reasonable amount of time. During the test, the user logged onto the system and visited all five CubCenter modules, and then repeated this process every five minutes for the next twenty minutes. The login stayed active for the entire time. 5G1G saw no reason to continue testing for longer then twenty minutes since the login duration is most likely documented elsewhere by team BrainTrust and it is possible that user activity prolongs the login period (resulting in an authentication that would stay valid indefinitely if accessed every five minutes). Thus it seems that this test runs accurately and as expected when the login information is correct. 

· What happens when the browser window is closed and then reopened?

The system allows the user to close all browser windows without logging them out for the entire time that the user is within the logical range of their session. As soon as the user reopens the browser window and visits one of the links in the module menu, it becomes evident that they remain logged in under whatever name they most recently operated the system with from that computer.

· What happens when the user switches from one browser type to another?

The only notable “difference” between the two browsers is that they will not accept each other’s authentication, so it is entirely possible to operate the system as two different users at the same time, provided that you attempt to do so on two different browser types. This response was not forseen or expected, but has been judged as the best possible reaction the system could produce under these circumstances.

· What happens if the user attempts to access the CubCenter from a second system while logged in to the first system?

This portion of the testing was difficult to carry out primarily because it requires two testers to be resident on two different computers at the same time. Limited testing has revealed that the system does not check if the user is already logged on elsewhere, so that it is possible to logon as a user from one computer, then again from another computer, without either logon being affected by the other or raising an error message.
· General “user friendliness” issues encountered during testing

An interesting error arises after the following chain of events have taken place:

· the user visits the module menu

· the user is prompted for login at the first module he or she enters

· the user logs in incorrectly

· the user corrects his or her mistake

· the user is now logs in correctly and visits one of the modules within CubCenter

· the user then attempts to return to the module menu by using the “back” button

Upon the user’s attempted backtrack over their first login, the system will return as many “Invalid Cub Center ID/Password” error messages as there have been incorrect logins. The error, however, only persists for the first attempted backtrack, and the user appears to be logged in normally for all future navigation.

It seems that the underlying logical cause of this defect is that the login system retains incorrect login visits in browser history as if they were actual page views, so user must progress through the error to return to the module menu. This problem, for which responsibility seems to lie with the Context Module, still existed up until the morning of the SIT due date, so we can only assume that it has not been fixed. We will attempt to report this error to the Context Module, but have no idea if it will be fixed before system demo time. Luckily, it is only a minor inconvenience and does not evidence any serious flaws in system functionality.

Another peculiarity that arose is the following: if someone is logged into the system, and then, while that window is still open, another user logs in under their own name in another instance of the same browser type, the second login subsumes the first and all open browser windows (even the one that was previously dedicated to the original user) will now be in service to the user that has just logged in. It is difficult to determine whether this process is intentional or it is an actual defect, but, again, it only arises as a problem if two people simultaneously attempt to use the same computer and the same browser to access the CubCenter.

4. References and Glossary

5G1G:
Our team name, standing for 5 Guys and A Girl.

Braintrust: The team responsible for the context module in CubCenter.

CubCenter:
An integrated online student center for organization and communication.

Cubmission Module:
The name for the homework submission/grading module of CubCenter.

Internet Explorer:
Microsoft’s NCSA Mosiac-based HTML browser.  Version 5.5 was used to test.

Netscape Navigator:
Netscape’s Mozilla-based HTML browser.  The version used to test was Netscape Navigator 4.7

TA:
Teaching Assistant.

PAGE  
7

